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Q  android Android

Product Type: Application Operating System Hardware
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# Product Name Vendor Name Number of Vulnerabilities

2015 70 3 3 56 17
1 Android Motorola 2

_ 2016 72 106 87

2 Android Samsung 327

2017
3 Android Google 7449 & L
4 Android Android 0 e 58 1 63 34 106
5 Android Tv Google 0 2019 _ 2 3
6 Android-msm Codeaurora n 2020 40 14 17

2021 28 17 16

. O (Apple) o _ i _
Product Type: Application Operating System Hardware p p 2024 16 0 6
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2 ICs Apple 0
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Mandiant analyzed 138 exploited
vulnerabilities that were disclosed in 2023

32 |

2021& 2022

2023

/)’\

70% MR \/
(97) of the vulnerabilities \/\ /
were first exploited Exploitation of an n-day
as zero-days vulnerability continues

We observed an
average Time-
to-Exploit (TTE)
of five daus

being most likely to
occur before the end of
the first month following
the release of a patch

We continue to assess
that media attention and
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